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Executive summary 

Background 

On 28 March 2021 the JobKeeper Payment (the Program) ceased. As a result, it is appropriate to review the 

impact of the Program’s closure on the Program’s strategic and shared risks and undertake a risk assessment 

of the changes to ensure that changes to the risk and control environment are identified, assessed and 

appropriately managed and monitored going forward.   

Approach 

A risk assessment workshop was held on 24 June 2021 with members of the Risk and Integrity Working Group 

(Working Group) to workshop the effect of the closure of the Program on the strategic and shared risks. The 

purpose of the workshop was to reassess each of the strategic and shared risks in terms of their risk rating 

and to determine future risk treatment actions. The risk treatment actions could include: 

- Retaining the risk as a strategic and shared risk that still requires a multi-agency approach in its 

ongoing management 

- Transfer the risk to a Responsible entity/ies to be managed, or 

- Closing and retiring the risk. 

Following the workshop, the JobKeeper 2.0 Risk Log and Risk Response Plans were updated and provided to 

the relevant Accountable Officers for endorsement. 

Review of strategic and shared risks 

The risk assessment of the 12 strategic and shared risks included the analysis of the changing risk and control 

environments relating to the Likelihood and Consequence of the risk event occurring. As a result, there have 

been significant changes in the risk ratings and the future risk treatment actions. 

Changes to risk ratings 

The reassessment of the strategic and shared risks resulted in seven risks having their risk ratings reduced 

from Medium to Low. As a result of the ratings being reduced to Low, and consistent with the Labour Market 

Policy Division (LMPD) Program Risk Strategy, these risks will no longer be actively managed through a Risk 

Response Plan or Joint Action Plan. 

Change of Accountable Officer 

The reassessment of Risk 6 – Employer experience identified that with the closure of the Program there is no 

further requirement for the Accountable Officer roles to be shared between Treasury and the ATO. The 

Working Group recommended that the Accountable Officer should solely be the Deputy Commissioner, 

Economic Stimulus Branch, ATO. This is due to the involvement of Treasury having been significantly reduced 

with the closure of the program. 

Change of risk description 

For “Risk 1 – Data for decision making” the Working Group identified that as the Program had ceased, the risk 

definition needed to be amended to take into account the changing context of what type of decisions the data 

would inform. The risk definition has removed "the design, delivery and performance of the program" and 

amended it to “There is a risk that timely and quality data is not available to inform decisions around the 

program’s performance and future government directions.” 

Retention of strategic and shared risks 

The analysis and assessment of the risk and control environments of the 12 strategic and shared risks 

identified that seven of the 12 risks are active risks which still require a multi-agency approach in their 

management and reporting. The seven risks have all been reassessed with a risk rating of Low, meaning that 

they do not need to be actively managed through a Risk Response Plan or Joint Action Plan. The Responsible 

Officers via the Working Group will need to continue to monitor any changes in the risk and control 

environment and report these to the Accountable Officer and the Policy Implementation Steering Committee 

(PISC). 
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1 Scope and Procedures 

1.1 Purpose 

The purpose of this audit plan is to document our approach to testing the controls (Testing) relevant to the 

risks identified in the JobKeeper Program (Program) Risk Log. The purpose of the Testing is to assess the 

design, implementation and operating effectiveness of key controls used by the Treasury (Department), 

Australian Tax Office (ATO), the office of the Fair Work Ombudsman (FWO), Fair Work Commission (FWO) 

and Attorney-General’s Department (AGD) (all collectively referred to as the Responsible Entities), to 

address the identified risks associated with the Program. 

The audit plan takes into consideration the updated risks that have been identified as a result of the changes 

made to the risk and control environment from the extension of the JobKeeper Payment (JobKeeper 2.0).  

1.2 Scope and Methodology 

This audit plan outlines the ‘light-touch’ testing strategy to be executed to test the design, implementation 

and operating effectiveness of key controls used by the Responsible Entities to mitigate identified risks 

associated with the Program. 

We reviewed the Program Risk Log (Risk Log), Risk Response Plans (RRPs) and Joint Action Plans (JAP) to 

identify the key controls which are the most effective at mitigating the identified risks. We considered 

numerous factors (outlined in below in section 1.3) to inform our determination of key controls for testing and 

to ensure testing is performed efficiently and sufficiently in order to evaluate whether the controls work 

effectively at reducing the risks to an acceptably low level.  

The Testing is to be performed over the remaining life of the Program (3 months / audits; February – April, 

inclusive) to ensure that the risks, particularly those that have arisen as a result of the extension of the 

Program, are appropriately being managed by the Responsible Entities in line with the JAPs.  

Where multiple Responsible Entities have been identified as responsible / accountable for the same control, 

one Responsible Entity will be selected at random for testing. Testing will involve sighting evidence that 

controls have been implemented e.g. signed minutes, email communication etc. 

A sample size of 6 controls will be selected for each monthly audit and samples will be tested in line with the 

individual control testing procedures.  

1.3 Factors of consideration 

The following factors were considered when determining the key risks and controls to be tested. 

Optimum risk mitigation 

The current risk rating was considered in the determination of the key risks associated with the Program. As 

described in the Department’s Risk Tolerance table, the Department considers risks that are rated as Low or 

below, are acceptable and are to be managed using routine procedures without the need for an RRP. On this 

basis, we have considered the risks that have been rated as Medium or above to be considered for testing. 

Responsible Entities 

Control environments and implementation procedures differ between varying entities. Therefore, it is critical 

that controls that are implemented by each of the Responsible Entities are tested to ensure that relevant risks 

are mitigated appropriately by each Responsible Entity at all stages of the relevant processes. 
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1 Executive Summary 

1.1 Background 

On 21 July 2020, the Government announced it was extending the JobKeeper Payments for a further six 

months until 28 March 2021 and would continue to provide targeted support to those businesses and not-for-

profits who continue to be significantly impacted by the Coronavirus.  

We developed a ‘light-touch’ audit strategy to testing the key controls (Testing) identified in the JobKeeper 

2.0 – Controls Testing Audit Plan (Audit Plan) in relation to the JobKeeper Program (Program) Risk Log and 

Joint Action Plans (JAPs). The Testing will be performed in the months of February, March and April 2021.  

Six controls have been selected for each monthly audit and the controls will be tested in line with the individual 

control testing procedures.  

1.2 Purpose 

The purpose of the Testing is to assess the design, implementation and operating effectiveness of key controls 

used by the Treasury (Treasury), Australian Tax Office (ATO), the office of the Fair Work Ombudsman (FWO), 

Fair Work Commission (FWC) and Attorney-General’s Department (AGD) (all collectively referred to as the 

Responsible Entities (REs), to ensure that the risks, particularly those that have arisen as a result of the 

extension of the Program, are being managed appropriately by the Responsible Entities in line with the JAPs. 

This report outlines the scope of testing and procedures performed for the February audit, a summary and 

assessment of the findings and recommendations for improvement. The report will also include an assessment 

where any instances of deviation have been identified. This could include instances where there is information 

to suggest that the control did not occur or perform as per expectations and include an assessment to 

determine whether the deviation is considered an ‘anomaly’ or ‘one-off’ event and needs to be analysed in 

isolation, or if the deviation is expected to repeat and is potentially representative of the population. 

1.3 Scope and Methodology 

In accordance with our signed contract variation dated 2 March 2021, we designed and undertook a ‘light-

touch’ audit testing strategy to test the design, implementation and operating effectiveness of key controls 

used by (REs) to mitigate identified risks associated with the Program. 

The audits are to be completed in three monthly audits from February to April. The period of assessment for 

the controls selected for testing in this monthly audit are from the date of implementation of those controls 

until the date of fieldwork (i.e. February 2021). Following the ‘light-touch’ testing approach, further testing is 

not necessary outside of these date parameters unless the Accountable Officer for the relevant risk determines 

that the control deviations require further investigation. 

Each control identified will be tested in line with the individual control testing procedures. These are 

documented in the Audit Findings section below. Each control is assessed on each of the following: 

• The control is designed and implemented as described in the JAPs; and

• The control is operating effectively to mitigate the associated risk.

Based on the findings of the testing, we assessed each of the above by using the following scale: 
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2.3 Detailed Findings 

Control 5.02: Cross-entity discussion at the PISC, IDC and working group meetings – Treasury 

Procedures performed 

From the discussions with Treasury staff, we obtained an understanding of the frequency and type of 

documents available from key meetings identified by Treasury under this control. These meetings vary in 

nature and frequency and relate to different decision-making aspects of the JobKeeper Program.  

Treasury identified the following four working groups: 

• Eligibility and Implementation Working Group 

• Risk and Integrity Working Group 

• Data and Reporting Working Group 

• Interactions with JobKeeper and JobSeeker Working Group 

We undertook testing on a sample of meetings, limiting our review to the examination of documentation 

including agendas and minutes to assess the effectiveness of meetings based on the nature of discussions 

held, attendance of members, tabling of action items and actions taken to address items. 

Testing results 

From our analysis of meeting agendas and minutes, we were able to observe the attendance and 

participation of various REs and the nature of the discussions. It was also noted that actions items were 

identified throughout the topics for discussion, summarised and tracked at the back of the minutes.  

Overall, documentation appear to be detailed and appropriate as evidence that the relevant meetings were 

taking place, and key decisions, issues and risks that concern the REs were discussed and appear to be 

followed up in subsequent meetings until resolved. Additionally, our testing noted that attendance of 

participants from relevant agencies varies, and participants expected to attend each meeting are noted in 

the meeting agendas with attendees being recorded in the meeting minutes.  

From further discussions with Treasury staff, it was identified that meeting minutes from the PISC and IDC 

meetings are circulated and formally endorsed by members. We have been informed that a decision was 

made early in the program that, due to the high frequency of working group meetings, meeting minutes 

from the working groups are not required to be formally endorsed and are therefore circulated as ‘finalised’, 

although still allowing members to have an opportunity to raise any concerns.  

Our testing did note that meeting minutes did not appear to have been clearly, endorsed (PISC and IDC) or 

marked as final (working groups) due to the inconsistent file naming convention, and where this did occur, 

the documents were saved in an editable format (Microsoft Word).  

Without clear evidence of the endorsement of meeting minutes there is a risk that these documents could be 

seen as incomplete or inaccurate. In addition, by keeping the documents in an editable format, the integrity 

of these documents may also be questioned as being a true and final record. 

Recommendations 

It is recommended that a record be maintained of the endorsement or finalisation of meeting minutes and 

that these minutes are saved in a format that cannot be edited (i.e. in PDF). Refer to Section 3 – 

Recommendation for further details. 
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Control 6.15: Regularly reviewing and updating call centre scripts – FWO 

Procedures performed 

We obtained an understanding of the various control procedures conducted by the FWO in relation to this 

control. While the control name implies that a standard call centre script exists and is updated, deeper 

understanding of the control procedures highlight that the range of queries received are highly technical and 

very specific as to each Customer’s (‘Employers’) circumstances. Therefore, the FWO’s procedures in 

monitoring the effectiveness of calls include utilising existing procedures relating to conducting a fortnightly 

live coaching session for all Customer Service Agents, where Agents are assessed on categories such as how 

the Agent communicated with the Employers and whether the advice provided was accurate. It also includes 

an analysis of post-interaction customer insights survey responses which are included in a quarterly report.  

We undertook testing on a sample of documented call quality assessments and quarterly reporting 

undertaken on post-interaction customer insight surveys. 

Testing results 

Our assessment of call quality assessments indicated that the assessments appeared to be taking place as 

designed, and categories upon which the Agents were assessed against target customer experience and 

accuracy of information provided. Live feedback allows Agents to reflect and focus on areas of improvement. 

Additionally, our analysis of the quarterly reporting in relation to the post-interaction customer insights 

survey results showed reporting and analysis conducted appeared to be robust and effective.  

Recommendations 

Nil. 

 

Control 8.03: Public education, guidance – Treasury 

Procedures performed 

In assessing Treasury controls in relation to the monitoring of call centre volumes and requests for advice 

from other REs, the control procedures highlight the Treasury’s role in keeping informed with the actions and 

reporting from other REs through various mechanisms. It is noted that FWC and FWO perform their own call 

centre monitoring and report their statistics and trends to the Treasury for their analysis.  

The Treasury also monitors requests for advice through various reporting mediums, such as PISC/IDC 

meetings and from ATO Ministerial Submissions.  

We undertook testing on a sample of email correspondence and Ministerial Submission from REs to Treasury. 

Testing results 

Through analysis of various emails and Ministerial Submissions from these REs to the Treasury containing 

analysis of call centre data and trends, the Treasury appear to maintain effective oversight of the information 

provided by REs in relation to low-level compliance.  

Recommendations 

Nil. 
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Control 8.05: Public education, guidance – FWC 

Procedures performed 

We identified the following control procedures relating to the monitoring of call centre volumes and FWC 

JobKeeper website statistics: 

• The FWC Client Services Team provide the FWC JobKeeper Team with COVID-19 statistics in relation 

to call centre volumes data 

• The FWC JobKeeper Team prepare weekly statistics documents containing analysis of JobKeeper-

related statistics, including those provided by the Client Services Team 

• The FWC maintain an excel spreadsheet containing website feedback data and website links for 

relevant updated content 

• The FWC JobKeeper team can review the data analytics dashboard containing website statistics at 

any time 

We undertook testing on a sample of email correspondence between Client Services Team and JobKeeper 

Team, website feedback forms and FWC analysis spreadsheets and the data analytics dashboard. 

Testing results 

Through our analysis of documentation provided, it appears that the various reporting mechanisms of call 

centre volumes and website data are implemented and operating effectively by the FWC.  

Recommendations 

Nil. 

 

Control 9.09: ATO Cyber security prevention controls – ATO 

Procedures performed 

We reviewed documentation provided by the ATO as part of their own internal audit and assurance activities. 

Testing results 

Through our analysis of the ATO self-assessment of control procedures relating to the management of fraud 

and corruption through cyber security prevention controls and processes, we have made the following 

observations: 

• This control contains multiple components, performed at different frequencies. These include the 

following: 

o IT system changes are tested prior to every major system release (i.e. on an ad hoc (as 

necessary) basis).  

o The ATO have a control process in place requiring, as a part of systems testing, a Notice of 

Security Approval to Operate (SATO) to be provided to the Senior Responsible Officer to 

assure system changes can be released. The ATO have confirmed that a SATO has been 

completed for every release related to the Jobkeeper (and JobMaker Hiring Credit) Program 

board. This control (system testing & SATO) is performed on an ad hoc (as necessary) basis. 

The testing of IT system changes and SATO establishes that an assessment is performed in 

relation to the security, compliance of the system changes, and is approved (by way of issue 

of Notice) prior to any system changes being rolled-out.  

o The Senior Responsible Officer (SRO) is required to report any cybersecurity breaches to the 

Second Commissioner Economic Response Committee every fortnight.  
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o This risk falls under an ATO enterprise risk which has a person of appropriate authority (SES 

Band 2 Executive) risk owner. This risk is reviewed and monitored many times as day. 

• The ATO have confirmed that there are numerous cyber security prevention controls in place to 

prevent the risk that failure to manage fraud and corruption will negatively impact the objectives of 

the program. These controls stem from already existing controls which are reviewed and monitored 

on a frequent basis.  

• The ATO have confirmed that the SATO control has been implemented and was operating effectively 

for each system change in relation to the Jobkeeper Program.  

• The ATO have also confirmed that there were no cybersecurity breaches (failures) identified or 

required to be reported to the SRO in relation to the Jobkeeper Program. 

In conclusion, we have reviewed the ATO's self-assessment in relation to Control 9.09 and agree with the 

ATO's 'Fully Effective' rating as the control appears to be designed, implemented and operating effectively. 

Recommendations 

Nil. 

 

Control 11.1.10: Data requests require a lawful provision – ATO 

Procedures performed 

We reviewed documentation provided by the ATO as part of their own internal audit and assurance activities. 

Testing results 

Based on the self-assessment provided by the ATO, we have made the following observations: 

• In relation to this particular control and associated monitoring activities, ATO provide the following 

information:  

o Lawful provisions for data sharing were implemented on 3 September 2020 Treasury Laws 

Amendment (2020 Measures No. 2) Act 2020 (Act No. 79 of 2020) for changes to the 

Taxation Administration Act 1953 received Royal ascent which allowed for disclosure of 

JobKeeper information to Fair Work Commission and Ombudsmen resolving the disclosure 

challenge.  

o An MOU was signed between the ATO and Services Australia on 15 May 2020. 

o A variation was made to the MOU to extend the data sharing agreement to 28 March 2021 in 

line with the extension of JobKeeper signed on 29 October 2020. 

o As there is now a lawful provision for the sharing of data, the active monitoring required to 

ensure that data requests fall within lawful provisions has been removed. 

• ATO Ministerial Submission documents outline the ATO's update and self-assessment in relation to 

their compliance program. We reviewed the ATO Ministerial Submission documents MS20-000168 

dated 22 October 2020, items 44 - 48 and MS20-000010 dated 22 January 2021, items 34 - 38 

which relate to the ATO's assessment of cross agency collaboration. This self-assessment addresses 

the continued collaboration with the FWC, FWO and SA, as well as the data sharing arrangement 

with DESE and include statistics, and referral and data sharing activities for the month. This is to 

ensure data and referrals are shared in accordance with legal frameworks. 

• The ATO are aware of which agencies they have data sharing agreements with and strictly maintain 

data transfer between these agencies and are monitoring the information through data tracking. 

In conclusion, we have reviewed the ATO's self-assessment in relation to Control 11.1.10 and agree with the 

ATO's 'Fully Effective' rating as the control appears to be designed, implemented and operating effectively. 

2.4 Deviations 

No deviations were identified in the controls testing.  
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3 Recommendations 

3.1 Recommendation 1 

We recommend a review of the wording of Control Names and Action Descriptions in the Risk 

Register to accurately reflect the controls, actions and procedures taking place by the relevant RE 

(General / Risk Log) 

As a general observation based on our discussions with REs, several control names and procedures do not 

appear to accurately reflect the control description or procedures undertaken. A review should be conducted 

to uplift the wording of Control Names and Action Descriptions within the Risk Log (i.e. JAP) to better reflect 

the actual existing controls and control procedures being undertaken by the relevant REs. 

3.2 Recommendation 2 

We recommend a record of endorsed (PISC and IDC) and finalised (working groups) meeting 

minutes be maintained, and converted to PDF when finalised using a consistent file-naming 

convention (Treasury) 

A record of endorsed and finalised meeting minutes should be maintained. This could be captured in a table 

against the scheduled meetings to summarise which meeting minutes have been endorsed or finalised. Once 

endorsed or finalised, meeting minutes should be converted to PDF format and named using a consistent 

file-naming convention prior to being re-circulated to all meeting participants. This is to ensure the accuracy 

of the minutes are verified to reflect the discussions of the meeting, are not able to be changed subsequent 

to endorsement and are clearly marked as endorsed or finalised per the naming convention. 
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1 Executive Summary 

1.1 Background 

On 21 July 2020, the Government announced it was extending the JobKeeper Payment for a further six months 

until 28 March 2021 and continued to provide targeted support to those businesses and not-for-profits who 

continued to be significantly impacted by the Coronavirus.  

We developed a ‘light-touch’ audit strategy to testing the key controls (Testing) identified in the JobKeeper 

2.0 – Controls Testing Audit Plan (Audit Plan) in relation to the JobKeeper Program (Program) Risk Log and 

Joint Action Plans (JAPs). The Testing will be performed in the months of February, March and April 2021.  

Six controls have been selected for each monthly audit and the controls will be tested in line with the individual 

control testing procedures.  

 

1.2 Purpose 

The purpose of the Testing is to assess the design, implementation and operating effectiveness of key controls 

used by the Treasury (Treasury), Australian Tax Office (ATO), the office of the Fair Work Ombudsman (FWO), 

Fair Work Commission (FWC) and Attorney-General’s Department (AGD) (all collectively referred to as the 

Responsible Entities (REs)), to ensure that the risks, particularly those that have arisen as a result of the 

extension of the Program, are being managed appropriately by the Responsible Entities in line with the JAPs. 

This report outlines the scope of testing and procedures performed for the March audit, a summary and 

assessment of the findings and recommendations for improvement. The report will also include an assessment 

where any instances of deviation have been identified. This could include instances where there is information 

to suggest that the control did not occur or perform as per expectations and include an assessment to 

determine whether the deviation is considered an ‘anomaly’ or ‘one-off’ event and needs to be analysed in 

isolation, or if the deviation is expected to repeat and is potentially representative of the population. 

 

1.3 Scope and Methodology 

In accordance with our signed contract variation dated 2 March 2021, we designed and undertook a ‘light-

touch’ audit testing strategy to test the design, implementation and operating effectiveness of key controls 

used by REs to mitigate identified risks associated with the Program. 

The audits are to be completed in three monthly audits from February to April. The period of assessment for 

the controls selected for testing in this monthly audit are from the date of implementation of those controls 

until the date of fieldwork (i.e. March 2021). Following the ‘light-touch’ testing approach, further testing is not 

necessary outside of these date parameters unless the Accountable Officer for the relevant risk determines 

that the control deviations require further investigation. 

Each control identified will be tested in line with the individual control testing procedures. These are 

documented in the Audit Findings section below. Each control is assessed on each of the following: 

• The control is designed and implemented as described in the JAPs; and  

• The control is operating effectively to mitigate the associated risk. 

Based on the findings of the testing, we assessed each of the above by using the following scale: 
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2.3 Detailed Findings 

Control 4.18: Regularly updating live website materials to provide employers/employees with 

consistently reviewed advice – FWO 

Procedures performed 

We obtained an understanding of the technical review of content processes undertaken by the FWO JK 

Taskforce, Communications and Legal teams. From the discussions with FWO staff, the JK Taskforce may 

have various forms of communication with the Legal team in discussing content to be updated on the FWO 

website including via email, phone calls, within meetings or face-to-face discussions. However, any written 

content to be updated in the website will be reviewed by the Legal team in email. The frequency of review is 

performed on an as needs basis.  

We undertook testing on a sample of email correspondence and legal reviews in relation to updating website 

content concerning the JobKeeper Program to assess the effectiveness of liaison in providing the most up to 

date and accurate information.  

Testing results 

From our analysis of email correspondence between the JK Taskforce and Legal team, we were able to 

observe the initial prompt to update website material by either party. A general observation was noted that 

the Legal team was also proactive in prompting the JK Taskforce to consider whether any changes in the 

economic environment (e.g. if a new restriction or lockdown is announced) would impact current published 

website content.  

Overall, documentation appeared to be consistent, where the JK Taskforce would send a draft version of 

content to be reviewed by the Legal team and subsequently returned by the Legal team with their review, 

with comments and changes made in track changes with their approval. It was noted there were instances 

where the Legal team further consulted other external agencies to ensure FWO policy advice was consistent 

with the broader government policy advice. 

Whilst we were provided with links to the relevant website content in our sampling, on most occasions there 

were slight discrepancies in the approved website content reviewed by Legal and the content published on 

the website. It is noted that this was due to subsequent updates made to the website page in order to 

ensure website content is the most up to date at any given time. Each page on the FWO website displays the 

original date the page was published and the most recent published date. It was confirmed that for every 

sample tested, the relevant web page was identified as being updated at a date later than the sample 

month/date selected for testing.  

Recommendations 

Nil. 

 

Control 7.12: Escalation processes for issues that are best dealt with by another agency – FWC 

Procedures performed 

We obtained an understanding of the control procedures conducted by the FWC in relation to this control. 

The FWC team review applications and lodgements under the Fair Work Act and perform a triage assessment 

to identify if the applications or lodgements falls under the FWC’s jurisdiction or if the matter needs to be 

referred and escalated to a different agency. 

Based on discussions with the FWC, escalation processes in relation to JobKeeper disputes are as follows: 
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• JobKeeper team triages applications according to jurisdiction. Category 1 cases do not raise early 

jurisdictional issues, and Category 2 cases do raise jurisdictional issues.  

• JobKeeper team allocates Category 1 cases to the National Practice Lead (NPL) to be further 

allocated to a FWC Commission Member who deals with the application (usually by conference or 

hearing). 

• JobKeeper team retains Category 2 cases. It proposes and seeks approval of case management steps 

for Category 2 matters (including case management phone calls regarding the jurisdictional issues 

and to provide appropriate referrals and follow up by email). 

Once a determination has been confirmed by the NPL to allocate to a FWC Commission Member or for further 

escalation, the FWC will follow-up with the applicant generally via phone call and / or email. Where an 

application has been retained within the FWC, a JobKeeper Service Letter will also be provided to the 

applicant. 

We undertook testing on a sample of triage assessments performed by the FWC to assess the effectiveness 

of the escalation process at managing the experience of employees, complaints management and being 

responsive to emerging issues.  

Testing results 

Our analysis of triage assessments indicated that the initial triage assessment provided to the NPL for review 

appears to be sufficiently robust to allow the NPL to make an informed determination for allocation or 

escalation. We reviewed the triage assessment performed by the FWC provided to the NPL for review, email 

evidence of the NPL’s confirmation of action to be taken, evidence of the status of the case updated in the 

Case Management system and the follow-up correspondence with the applicant notifying them of the action 

taken. We reviewed instances in our sampling that provided evidence across the possible outcomes, 

including: 

i. The NPL confirms the proposed action to escalate; 

ii. The NPL confirms the proposed action that the application is clearly within FWC jurisdiction; and 

iii. The NPL corrects the proposed action to escalate (when they think it’s within FWC jurisdiction), or 

corrects the proposed action that the application is within FWC jurisdiction but they think it should be 

escalated. 

Based on our sampling, the number of days that it took for a response to be provided back to the applicant 

from the date of lodgement, ranged from the same day to up to three days.  

It appears that the approach for the escalation process adopted by the FWC is designed effectively to 

manage the experience of employees as every JobKeeper dispute application is reviewed by a senior 

decision-making member (NPL) and managed in a timely manner.  

Recommendations 

Nil. 

Control 8.06: Public education, guidance – FWO 

Procedures performed 

We obtained an understanding of FWO’s processes regarding monitoring call centre volumes and clicks on 

the FWO’s website. Based on our discussions with FWO staff, dashboard reporting of call centre and website 

data are created and prepared by the FWO Strategic Research and Reporting / central data reporting team in 

Tableau. It is noted that the FWO use this dashboard report for monitoring activities, providing updates to 

relevant teams (such as at the Enforcement board meetings) and further reporting these statistics and 

trends to the Treasury for their analysis.  
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We undertook testing on a sample of dashboard reports shared to relevant FWC individuals / teams and 

enforcement board meeting minutes (only relevant JobKeeper update items).  

Testing results 

Through analysis of dashboard reports, it appears these reports contained statistics and comparatives of call 

centre and website data, trends, averages, enquiries and request for assistance statistics. On each sampled 

occasion, these reports were circulated to other FWC team members and Treasury for monitoring. Based on 

discussions with FWO staff, we also note that results of call centre volume and website monitoring are 

reported to the broader FWO senior executive members at Enforcement board meetings. The Enforcement 

board meeting minutes were reviewed and were observed to have recorded relevant JobKeeper updates in 

relation to key statistics around calls and enquiry trends.  

It appears monitoring activities related to call centre volumes and clicks on the FWO JobKeeper website are 

designed and operating effectively to mitigate the risk of low-level non-compliance. 

Recommendations 

Nil. 

Control 8.07: Community information, referrals and tip-offline– ATO 

Procedures performed 

We reviewed documentation provided by the ATO as part of their own internal audit and assurance activities. 

Testing results 

Through our analysis of the ATO self-assessment of control procedures relating to the management of low-

level non-compliance through community information, referrals and tip-off line, we have made the following 

observations: 

• The control appears to be a component of the ATO Compliance Approach and Strategy and ongoing 

assurance processes, including community intelligence JobKeeper Tip-Offs put in place by the ATO 

across the full spectrum of behaviours, risks and populations. 

• The ATO has implemented a centralised end-to-end tip-off management process to enable the ATO 

to: 

o have full visibility of the issues that have been raised by the community;  

o have a tailored triage process to ensure the concerning behaviours and issues that require 

our attention are identified and actioned; 

o risk assessment leveraging off compliance approaches for JobKeeper 2 risks and ensuring 

consistent risk treatment; 

o develop differentiated treatment strategy; 

o collaborate and share intelligence and referrals to the FWO, FWC and SA. 

• The JobKeeper Extension Compliance Approach includes JobKeeper tip-offs and cross agency 

referrals as a monthly declaration activity. 

We reviewed the ATO Ministerial Submissions N.MS20-000168 dated 22 October 2020 and N.MS20-000010 

dated 22 January 2021 which detailed the performance reviews and updates related to the ongoing 

assurance monitoring activities performed in relation to tip-offs. The updates provide insight on the 

percentage of JobKeeper tip-offs which are made by employees raising allegations of behaviour of concern 

by their employer. The top five categories of JobKeeper tip-offs received have been consistent. The update 

includes the number of JobKeeper tip-offs received in relation to the number of entities, representing a tip-

off rate of all JobKeeper organisations who have applied for JobKeeper. The report summarises the industries 

with the highest JobKeeper tip-off numbers. The ATO detail the number of employers who they have 

contacted to provide help and education in relation to the program to provide clarity on how they could 

better deal with situations going forward. The ATO also detail the reviews conducted around allegations of 
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manipulation or eligibility and the actions taken to prevent or correct incorrect applications/payments. The 

review further details the number of entities referred for review and potential investigation of fraudulent 

behaviour and which investigations or legal proceedings are currently underway, including shortfall 

administrative penalties. 

The review and action of JobKeeper community tip-offs appear to be an integral component of the ATO's 

ongoing assurance processes to provide the community with confidence that they will act upon tip-offs and 

referrals received. While the ATO note there were some issues in the beginning of JobKeeper as there was 

little time to set up the process for actioning tip-offs, they detail their learnings in strategy documents and 

implemented additional actions, such as centralising the tip-off process, conducting an education campaign 

and amendments to legislation relating to the disclosure of information to other relevant agencies. This has 

allowed the ATO to streamline the tip-off process, triage tip-offs in near real-time and take numerous actions 

against the allegations and tip-offs received resulting in increased clarity regarding JobKeeper to the public 

(those who made honest mistakes), investigations, penalties and legal proceedings. 

In conclusion, we have reviewed the ATO's self-assessment in relation to Control 8.07 and agree with the 

ATO's 'Fully Effective' rating as the control appears to be designed, implemented and operating effectively. 

Recommendations 

Nil. 

Control 10.02: Treasury develops JobKeeper related policy advice, in response to the potential 

economic, social and health impacts of COVID-19 – Treasury 

Procedures performed 

From the discussions with Treasury staff, we obtained an understanding of the frequency and type of 

documents available related to policy advice activities in being responsive to the COVID-19 situation, to 

maximise the program’s ability to achieve positive outcomes.  

Treasury identified that there are various activities and channels of feedback or queries which are used and 

inform policy advice, including, but not limited to: 

• Internal JobKeeper Insights products produced by the Labour Market Policy Division (LMPD)  

• Analysis of call centre queries and website feedback from other agencies  

• Calls made to a Treasury staff member who is the key contact for an external party 

• Review of daily media summaries prepared by Treasury 

• Media enquiries and responses  

• Ministerial correspondence e.g. responses to letters to the Treasurer from the public. 

It is noted that all policy advice is cleared by the relevant Assistant Secretary (AS) and finally by the First 

Assistant Secretary (FAS) of the Labour Market Policy Division prior to it being finalised.  

We undertook testing on a sample of various policy advice activities identified by Treasury. Our review was 

limited to the review of available evidence, documentation and outputs able to be obtained in relation to 

these activities that were used by Treasury to inform their policy advice.  

Testing results 

From our analysis of documents which are used by Treasury to inform policy advice, responses to media and 

the public, we were able to observe the various inputs of data analysis and feedback which Treasury receive 

to develop their policy advice. Many of these documents relate to feedback and the views of various 

stakeholders on the Program, which allow Treasury to observe the take-up of JobKeeper and community 

concerns and to consider the need for additional policy advice. Through our testing, we were able to verify 

that these various documents exist, and in addition, formal responses released by Treasury to the media are 

reviewed and cleared to ensure policy advice is accurate.  
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Whilst there appears to be a reliance on individuals or groups who are performing analysis and developing 

policy advice as a part of business as usual operations, the clearance processes through the relevant AS and 

FAS appears to provide a central point of oversight and accountability for the issuing policy advice.  

Recommendations 

Nil. 

Control 10.04: Consultation processes to obtain input from internal and external parties in the 

development of policy advice – Treasury 

Procedures performed 

We reviewed various types of evidence of consultation processes performed by Treasury. Some of these 

consultation processes have been assessed in our audit, such as the cross-entity discussions / meetings 

(control 5.02) and call centre and website monitoring and reporting to Treasury conducted by FWC and FWO 

(8.03 and 8.06).  

Based on our discussions with Treasury staff, LMPD consulted extensively with stakeholders throughout the 

life of the Program. However, due to timing constraints at the initial stages of the JobKeeper policy, Treasury 

was unable to undertake public consultation on the legislation and initial JobKeeper Payment rules. In 

addition to LMPD,  the Treasury Business Liaison Unit (BLU) have oversight and perform monitoring 

activities for COVID-19 responses in general and communicate to LMPD on an as need basis where there is 

feedback involving JobKeeper. Input from external parties can also be obtained through the form of letters to 

the Treasurer. 

We undertook testing on a sample of BLU reports, letters to the Treasurer and internal and external 

stakeholder engagement meeting minutes. 

Testing results 

From our analysis of BLU fortnightly reports, we were able to observe the consultation and interactions made 

by Treasury to various external stakeholders, such as industry representatives, businesses, associations and 

individuals. The reports appear comprehensive and detail feedback on what is working well and what issues 

stakeholders are encountering in relation to the Program and how COVID-19 is impacting them.  

Overall, documentation related to stakeholder and internal meetings and letters to the Treasurer appear 

sufficient and detail various issues raised by stakeholders in relation to the Program. The documentation 

provides evidence of inputs from internal and external parties in the development of policy advice. 

Recommendations 

Nil. 

 

2.4 Deviations 

No deviations were identified in the controls testing.  
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3 Recommendations 

Nil. 
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1 Executive Summary 

1.1 Background 

On 21 July 2020, the Government announced it was extending the JobKeeper Payments for a further six 

months until 28 March 2021 and would continue to provide targeted support to those businesses and not-for-

profits who continue to be significantly impacted by the Coronavirus.  

We developed a ‘light-touch’ audit strategy to testing the key controls (Testing) identified in the JobKeeper 

2.0 – Controls Testing Audit Plan (Audit Plan) in relation to the JobKeeper Program (Program) Risk Log and 

Joint Action Plans (JAPs). The Testing will be performed in the months of February, March and April 2021.  

Six controls have been selected for each monthly audit and the controls will be tested in line with the individual 

control testing procedures.  

 

1.2 Purpose 

The purpose of the Testing is to assess the design, implementation and operating effectiveness of key controls 

used by the Treasury (Treasury), Australian Tax Office (ATO), the office of the Fair Work Ombudsman (FWO), 

Fair Work Commission (FWC) and Attorney-General’s Department (AGD) including the Commonwealth Fraud 

Prevention Centre (CFPC) (all collectively referred to as the Responsible Entities (REs)), to ensure that the 

risks, particularly those that have arisen as a result of the extension of the Program, are being managed 

appropriately by the Responsible Entities in line with the JAPs. 

This report outlines the scope of testing and procedures performed for the April audit, a summary and 

assessment of the findings and recommendations for improvement. The report will also include an assessment 

where any instances of deviation have been identified. This could include instances where there is information 

to suggest that the control did not occur or perform as per expectations and include an assessment to 

determine whether the deviation is considered an ‘anomaly’ or ‘one-off’ event and needs to be analysed in 

isolation, or if the deviation is expected to repeat and is potentially representative of the population. 

 

1.3 Scope and Methodology 

In accordance with our signed contract variation dated 2 March 2021, we designed and undertook a ‘light-

touch’ audit testing strategy to test the design, implementation and operating effectiveness of key controls 

used by REs to mitigate identified risks associated with the Program. 

The audits are to be completed in three monthly audits from February to April. The period of assessment for 

the controls selected for testing in this monthly audit are from the date of implementation of those controls 

until the date of fieldwork (i.e. April 2021). Following the ‘light-touch’ testing approach, further testing is not 

necessary outside of these date parameters unless the Accountable Officer for the relevant risk determines 

that the control deviations require further investigation. 

Each control identified will be tested in line with the individual control testing procedures. These are 

documented in the Audit Findings section below. Each control is assessed on each of the following: 

• The control is designed and implemented as described in the JAPs; and  

• The control is operating effectively to mitigate the associated risk. 

Based on the findings of the testing, we assessed each of the above by using the following scale: 









 

7 

 

2.3 Detailed Findings 

Control 1.03: Prioritising requests for ATO data – Treasury 

Procedures performed 

From the discussions with Treasury staff, we obtained an understanding of the weekly meetings with the 

ATO and Treasury and the type of documents available under this control.  

We undertook testing on a sample of meetings, limiting our review to the examination of documentation 

including the Labour Market Policy Division (LMPD) data requests tracker and meeting summaries to assess 

the effectiveness of meetings based on the nature of discussions held and tabling and updates of action 

items. 

Testing results 

From our analysis of meeting summaries, we were able to observe the nature of the discussions held. 

Discussions appear to relate to various key data requests, any roadblocks or issues to be worked on, 

progress updates against data priorities and any action items. 

From further discussions with Treasury staff, it was identified that the data requests tracker is updated and 

circulated prior to each weekly meeting. We have been informed that there was a period around February – 

March 2021 where the tracker was temporarily not in circulation as the tracker was being updated to reflect 

a more comprehensive tracker for internal Treasury reporting purposes. We have sighted versions of the 

tracker before and after the update and note the detailed additional reporting fields and information.  

Recommendations 

Nil. 

 

Control 1.16: FWO quality assurance activities over data and reporting – FWO 

Procedures performed 

We obtained an understanding of the type of evidence available and procedures conducted by the FWO in 

relation to this control. From our discussions with FWO staff, the FWO did not identify any issues or errors in 

the JobKeeper data after it had been released or reported. Therefore, as we were not able to observe the 

control implemented by the FWO, we performed indirect audit testing on the quality assurance governance 

documents and activities conducted prior to the release of data, particularly from the Strategic Research and 

Analysis Reporting (SRAR) Team, who are the centralised authority within the FWO who manage COVID-

19/JobKeeper data reporting. We reviewed the following FWO frameworks, procedural documents and 

undertook testing on a sample of other assurance activities: 

• Information and Data Governance Framework 

• Data Handling and Transfer Policy 

• FWO Data Principles 

• Data Protection Policy 

• Information, Data and Records Disposal Policy 

• Daily COVID-19/JobKeeper Reporting SOP 

• FWO Data Governance Group meeting minutes 

• QA spot checks (conducted by SRAR) 
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Testing results 

Our review of FWO frameworks, procedural documents and guidelines indicated that the FWO have an 

extensive suite of procedures and policies which govern the way data is managed in the Agency. These 

documents serve as guidelines for FWO staff in upholding the FWO’s data principles (the most relevant being 

the principle of ‘Accuracy’ for the purposes of this control). The Daily COVID-19/JobKeeper Reporting SOP 

also provides instructions for troubleshooting and processes when data issues are found prior to the release 

of data.  

Based on our conversations with FWO staff, the FWO do not require the SRAR team to report or keep records 

of instances where no issues have been found with the data; i.e. reporting is only performed on an exception 

basis. Similarly, when the SRAR perform their weekly QA spot checks, they only report on instances where 

issues are found. We have been informed that there were less than five instances where the SRAR identified 

potential issues in the data or systems. As these were all rectified prior to the release of data, they are not 

considered as an error related to this control activity. Our sample testing performed on QA spot checks 

supported this conclusion.  

Based on our discussions with FWO staff, the Data Governance Group reports to the Accountability 

Committee and meets quarterly to discuss the management of data across the Agency. Our assessment of 

Data Governance meeting minutes indicated that the discussions related to FWO’s COVID-19 response 

captured various challenges related to systems, the management of JobKeeper data and any impacts on 

reporting of data that require attention. 

Our review of the various quality assurance activities taking place appeared to be appropriately implemented 

and operating effectively. 

Recommendations 

Nil. 

Control 1.17: Supporting data accuracy across Treasury through the internal JobKeeper Analytical 

Working Group – Treasury 

Procedures performed 

We obtained an understanding of the types of evidence available and procedures conducted by Treasury in 

relation to this control. From our discussions with Treasury staff, the JobKeeper Analytical Working Group is 

an internal Treasury working group established as an informal forum for discussions within Treasury. As a 

result, there are no formal meeting minutes taken.  

In assessing the control, we undertook testing on a sample of email agendas circulated to participants in the 

JobKeeper Analytical Working Group distribution list and noted the various email recipients / attendees from 

various Treasury Divisions, including JobKeeper Division (now LMPD), Macroeconomic Analysis and Policy 

Division, Tax Analysis Division, Macroeconomic Conditions Division and Environment, Industry and 

Infrastructure Division.  

Testing results 

Through analysis of meeting agendas circulated to working group participants, information, discussion and 

action items listed appear sufficient and relate to various data progress updates, documents in review or for 

approval for publication and analytical insights. The documentation provides evidence of the nature of 

discussions held internally to support the timeliness and accuracy of JobKeeper data to be used for decision 

making. 

Recommendations 

Nil. 
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Control 3.07: Operation Ashiba and other APS wide governance activities to manage fraud and 

corruption across the stimulus measures – CFPC 

Procedures performed 

Based on our discussions with CFPC staff, the CFPC monitor the ATO’s attendance at the following key 

meetings that the CFPC lead or participate in: 

• Operational Intelligence Group (OIG) 

• Counter Fraud Reference Group (CFRG) 

• Senior Officials Fraud Forum (SOFF) 

The CFPC also provide Treasury with updates through the monthly review of the JAP. From further 

discussions with CFPC staff, while it is not mandatory that the ATO attend the above meetings, the CFPC will 

change the control status in the JAP (green, amber or red) to reflect the ATO’s attendance.  

We undertook testing on a sample of meeting minutes or attendance forms for the OIG, CFRG and SOFF to 

verify the ATO’s attendance in line with the CFPC’s tracker of ATO attendance.  

Testing results 

We were provided with a table tracker, outlining the ATO’s participation and relevant records or comments 

for each of the above key meetings. We also obtained the relevant meeting minutes or attendance sheet to 

verify the CFPC’s tracker.  

We also noted the veracity of the CFPC’s reporting to Treasury through updates in the JAP. Per the CFPC ATO 

attendance tracker, the CFPC noted that the ATO did not attend the CFRG in December 2020. We sighted JK 

Risk Log Version 2.5 (which was updated in January 2021) and sighted the Amber status (for mirror control 

9.08) in relation to the ATO’s non-attendance at the previous CFRG. 

Through our analysis of documentation provided, it appears that the tracking and reporting activities are 

implemented and operating effectively by the CFPC.  

Recommendations 

Nil. 

 

Control 5.03: Cross-entity discussion at the PISC, IDC and working group meetings – AGD 

Procedures performed 

We tested a similar control (5.02: Cross-entity discussion at the PISC, IDC and working group meetings – 

Treasury) as a part of the February audit. As this control was identified as a key control, we have selected 

control 5.03 for testing as a part of the April audit. When testing control 5.02, we examined documentation 

including agendas and minutes to assess the effectiveness of meetings based on the nature of discussions 

held, attendance of members, tabling of action items and actions taken to address items. Additionally, based 

on our discussions with Treasury staff, the AGD was identified as a secretariat for one of the working groups. 

Therefore, in order to gain comfort over this key control for the full duration of the Program, we performed 

further testing procedures over PISC, IDC and working group meetings. 

These procedures included obtaining an understanding from AGD staff, as the responsible entity for this 

control, on the purpose and frequency of the JobKeeper Eligibility and Implementation working group. We 

also undertook testing on a sample of email correspondence containing the meeting minutes circulated to 

members for PISC, IDC and JobKeeper Eligibility and Implementation working group (where AGD is the 

secretariat) meetings. We have taken this approach to testing this key control, as meeting minutes provide a 
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historical and transparent record of the discussion and also provides all meeting members with the 

opportunity to make corrections to ensure final records reflect an accurate depiction of the discussions that 

took place. 

Testing results 

We obtained PISC and IDC correspondence from Treasury. We observed the attendance (and apologies) of 

meeting participants and cross-examined these to the recipients listed in the minute distribution email 

correspondence. On numerous occasions, we identified members who were not listed as a recipient on the 

email containing minutes for circulation, but were listed in attendance or sent their apologies. However, in 

these instances, it was noted that at least one member from each Department / Agency received the 

circulated minutes. 

We obtained JobKeeper Eligibility and Implementation working group correspondence from AGD. We 

observed the attendance (and apologies) of meeting participants and cross-examined these to the recipients 

listed in the minute distribution email correspondence. On some occasions, we identified members who were 

not listed as a recipient on the email containing minutes for circulation, but were listed in attendance or sent 

their apologies. However, in these instances, it was noted that at least one member from each Department / 

Agency received the circulated minutes. On one sampling occasion, it was identified that the minutes had not 

been circulated to members. However, as the Department has subsequently distributed the minutes to 

members for comment, this does not represent a deviation.  

Recommendations 

Nil. 

 

Control 11.1.11: Compulsory documentation is completed prior to the exchange of data – ATO 

Procedures performed 

We reviewed documentation provided by the ATO as part of their own internal audit and assurance activities. 

We also undertook a review of a sample of Services Australia’s MOU Statement of Compliance, provided by 

the ATO. 

Testing results 

Based on the self-assessment provided by the ATO, we have made the following observations: 

• Various formal arrangements (MOUs) have been established to govern the exchange of data 

• The ATO have an MOU Statement of Compliance which is required to be completed and signed by 

both parties each month per Clause 4 of the MOU. 

• The Statement of Compliance document is confirmation by each party of their compliance with the 

MOU obligations. It also requires each party to identify any instances of non-compliance. 

Our review of MOU Statement of Compliances identified no instances of non-compliance identified by either 

parties and compliance with obligations were supported by commentary and responses from the parties 

where required. All completed MOU Statement of Compliances were also signed and dated by MOU Managers 

and SES Sponsors from both parties. 

In conclusion, we have reviewed the ATO's self-assessment in relation to Control 11.1.11 and rate the 

control as 'Fully Effective' as the control appears to be designed, implemented and operating effectively. 

Recommendations 

Nil. 



 

11 

 

2.4 Deviations 

 

No deviations were identified in the controls testing.  
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3 Recommendations 

Nil. 
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Review of strategic and shared risks – JobKeeper 2.0  

Background 

With the six-month extension of the JobKeeper Payment to 28 March 2021, there have been some changes 

made to the Payment to make it more targeted and responsive to the needs of the Australian economy and as 

a result, the level of complexity has increased. The amendments to the Payment and the increased complexity 

involved in the administration of the payments has resulted in changes to the risk and control environment 

associated with JobKeeper 1.0.  

 

It is therefore appropriate to review the impact of those changes to the program’s Strategic and Shared Risks 

and undertake a risk assessment of the changes to policy and program design to ensure that new and 

changed risks are identified, assessed and appropriately managed and monitored. 

Approach 

Stakeholder discussions were held in the first two weeks of September 2020 and included the Responsible 

Officer’s from Treasury, Australian Taxation Office (ATO), the office of the Fair Work Ombudsman (FWO), Fair 

Work Commission (FWC) and Attorney-General’s Department (AGD). 

 

The risk discussions focused on the increased complexity of JobKeeper 2.0 due to the implementation of the 

two-tiered payment structure, changes to eligibility criteria for both employers and employees and changes to 

supporting legislation and the impact these would have on the strategic and shared risk and control 

environment. 

Review of strategic and shared risks 

The review identified that whilst there is additional complexity being introduced into the JobKeeper Payment, 

the Responsible agencies appear to be well placed to be able to manage the increased complexity, through 

leveraging the mechanisms already established during the implementation of the initial phase of JobKeeper.  

 

The review has identified in a number of changes within the strategic and shared risk environment and profile. 

These include: 

 

Changing key source of risk 

During the initial stage of the JobKeeper Payment, a key source of risk was the constrained timeframes 

available for the design and implementation of JobKeeper. As the program has progressed and agencies have 

matured in their capacity and capability in implementing and administering the program, this source has 

reduced. However, with the subsequent extension and amendments being made to the JobKeeper Payment, 

the level of complexity in administering the Payment has increased resulting in a new source across many of 

the strategic and shared risks. This changing source (increased complexity) has been captured within the 

updated risk assessment and risk artefacts. 
• Increased complexity of the program with the transition into JobKeeper 2.0 provides challenges in 

ensuring the mechanisms for the identification, evaluation and escalation of risks and issues are still fit for 

purpose. Changes include: 

o Two-tiered payment system based on employees’ hours worked; 

o Changes to eligibility criteria (including turnover based on actual decline rather than projected 

decline); and 

o Changes to Fair Work Act 2009 introducing new rules for legacy employers based on decline in 

turnover. 

Reduction of risk rating 

‘Risk 2 – Identifying emerging risks and issues’ had been rated as a ‘Medium’ risk with a ‘Moderate” 

Consequence and ‘Likely’ Likelihood. A treatment strategy was developed to further mitigate the risk through 

the implementation of the JobKeeper Strategic and Shared Risk Strategy. With the endorsement of this 

Strategy, in September 2020; the standing up of the Policy and Implementation Sub-Committee (PISC); and 

the imbedding of a risk culture through the continued engagement of the JobKeeper working groups, the 
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12  January  

  

Treasury 

Treasury Building, 1 Langton Crescent  

Parkes ACT 2600 

 Submitted via email riskandfraud@treasury.gov.au  

Dear   

Re: Risk and integrity advice and services – JobKeeper program  

Thank you for the opportunity to respond to the JobKeeper Division’s request for risk and integrity 

services. We recognise that the JobKeeper program is one of the most significant programs in 

Australia’s history as it serves to support Australia’s economy during the enforcement of COVID-19 

mitigation measures as well as position it for a fast recovery.  

Myself and my proposed team have many years of experience providing valuable support to a variety 

of Australian public service entities in managing risks on their most complex programs. Most 

relevantly we have done so through program risk management, program assurance and shared risk 

engagements. Our clients, including yourselves, have known us to bring a valuable independent 

perspective, perform our work to the highest standard and to be authentic in our interactions. We 

are confident that we can provide you with the right team and approach to the services you seek, 

that will contribute to your program’s success.  

We propose:  

• A tailored approach to meeting your requirements;  

• A senior risk manager with experience, knowledge and skills in managing Australian 

Government program risks; and 

• Access to Deloitte’s many specialist risk professionals to provide additional insights and 

capacity as required and Deloitte’s risk management accelerators, methodologies and 

technologies to provide efficient and effective services.  

We are committed to supporting you at this crucial time in Australia’s history and our proposed 

fees that demonstrate that commitment and investment in our relationship with you, as well as being 

committed in providing you with risk and integrity advice and services that will drive diligent and 

robust administration of the JobKeeper program.  

If you would like to discuss any aspect of this proposal, please contact me on  or 

.   

Yours sincerely 

Partner 

s 47F
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1 Our Services 

Introduction  

We would be delighted to assist you in strengthening the governance and management of the JobKeeper program 

through the provision of these services, and ongoing advice in relation to risk management and integrity. We 

recognise the JobKeeper program is one of the most significant programs in Australia’s history and serves to 

support Australia’s economy during the COVID-19 pandemic and position the economy for a rapid and enduring 

recovery. As with all Australian Government payments programs, the integrity of those payments is at the 

forefront of managing risks to the program. In addition, managing shared risks across the many departments and 

agencies that form the ecosystem responsible for designing, implementing and managing the JobKeeper program 

is of critical importance.  

The management of risks and recording of risk decisions are key activities supporting the proper administration of 

the JobKeeper program. After the urgency and prioritisation of establishing the legislation and delivering the first 

payments to eligible businesses, it is a timely decision to take the necessary steps towards taking stock of how risk 

has been, and is being, managed. Having done this, it will then be critical to establish what the current risk profile 

of the program is and to design and implement an effective framework for managing risk through to the end of the 

closing stage of the program. That framework must consider all three aspects of risk, integrity and assurance.  

Deloitte means to strengthen governance and risk management by focusing on “What must go right”, as 

opposed to “what could go wrong”. Our clients have found that this is an optimal way of identifying, assessing and 

verifying the effectiveness of controls. This is because it is easier to align business objectives with process 

objectives which are essentially the “what must go right”. It sidesteps the idea that there are certain ways of doing 

things, a predefined list of risks and controls, by focusing on the objectives that are trying to be achieved.  

We understand that no program is exactly like another; however, through our experience in providing risk and 

assurance services across many Commonwealth programs we have found that the following key success factors 

(the “what must go right”) could also apply to the JobKeeper program:  

• Management of the integrity of payments through program design and use of data. 

• Complexity of the program adequately matched with experience and maturity of controls. 

• Good governance especially transparency and auditability. 

• Collaboration and willingness to share risk information. 

• Management of reputation risk especially at the time when payments reach the ‘end user’. This is where a 

successful program may be perceived as a failure if not managed well.  

• Continuous, vigilant oversight of program integrity risks. 

• Assessment of risk and the economic and social impacts of program policy and delivery strategy.  

The following sets out our understanding of the Services which you require. 

Purpose 

The purpose of this engagement is to provide independent risk expertise to assist in the administration and 

management of the program’s risks and to provide ongoing risk advise to Treasury’s JobKeeper Division and the 

program’s Inter-Departmental Steering Committee, so as to better meet the programs objectives across its life 

cycle. The benefits of doing this will extend to delivering the program in a way that meets the expectations on a 

government program for auditability and accountability. 

Requirements 
The specific requirements of this engagement include:  

• Develop a JobKeeper program risk framework, which brings together frameworks across the different 
entities involved in the program and provides an approach to manage shared risks within the program. 

• Provide risk advice and support to the program’s inter-departmental risk and integrity working group. 
• Conduct, and provide ongoing risk assessment services, including a workshop on 19 May 2020 and further 

assessments throughout the program. 

• Capture and centralise risk work done to date in the division, including controls and work on integrity. 
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Our Approach 
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Out of scope 

The following is considered out of scope: 

• Review of the risks associated with the development and implementation of the JobKeeper payments 

solution implemented by the ATO. 

How we will work with you  

We are passionate about working together with you, providing an independent perspective and developing tailored 

solutions to meet your risk and integrity service needs.  is highly skilled in facilitation 

of risk workshops for both large and small groups. She will oversight the engagement and ensure it is being 

delivered to the highest standard. She will perform quality reviews of key deliverables and provide her valuable 

insights.  

, a Director and an experienced risk and assurance practitioner will undertake the work with 

support from an analyst.  is known for excellent client services and will be your day to day contact while 

projects are running. She will be supported by an Analyst in her team, who will also have a background in Risk 

and Governance.  will ensure your experience with Deloitte will be consistently high-quality, inspiring your 

confidence and trust in us. CV is provided at Appendix A.  

Deloitte is a global practice and therefore, while  already has broad experience across most risk categories, 

she also has the support of specialist risk professionals with the deepest of expertise in many relevant aspects 

of risk including Fraud, Commonwealth Risk Management and Technology. These experts can either advise  

or if there is a specific need, provide services to you as well. Appendix B provides more about our expertise across 

key risk areas.  

s47(1)(b)

s 47F

s 47F
s 47F

s 47F
s 47F

s 47F

s 47F





Provision of risk and integrity services 

7 

Appendix A 
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Appendix B 

Our Risk Advisory Services across key risk areas   

Our experienced risk management professionals bring a deep understanding across the key risk areas of Strategic, 

Reputation, Operation, Regulatory, Financial, Operational and Cyber risk, as shown in the diagram below.  

 

Figure 1: Deloitte's key risk areas 

Identifying and Managing Shared Risk 
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SCHEDULE 2 — OFFICIAL ORDER– C02337 
 

This Official Order is issued by Treasury (ABN 92 802 414 793) (Agency) in 
accordance with the Deed of Standing Offer for Capability Support Services 
(SON3538332), executed between the Commonwealth of Australia as represented 
by the Australian Federal Police (ABN 17 864 931 143) and Deloitte Touche 
Tohmatsu (ABN 74 490 121 060) (Service Provider) executed on 18 May 2020.  

 

RAX
Text Box
FOI 2979Document 8





18 May 2020 Official Order C02337 – SON3538332  Page 3 of 5 
 

F Fees, 
Allowances and 

Costs 
(cl 4) 

 

G Facilities and 
Assistance to be 
Provided by the 

Agency 
(cl 4.1.1(c)) 

 

Nil  

H Agency Material  
(cl 5.1.1) 

The Agency will provide the following Material 
to the Service Provider to perform the 
Services:  
 
Access to Treasury plans, procedures and 
documentation, as required. 
 
The Service Provider must comply with the 
following directions and requirements when 
using Agency Material in relation to this 
Contract:  
 
Maintaining appropriate confidentiality 
requirements. 
 

I Security 
Obligations 

(cl 7.1) 

The Service Provider must comply with the 
following security obligations detailed in the 
deed of standing offer: 
 
As outlined in the deed.  

 

J Additional 
Contract Terms 

 

Nil.  

K Confidential 
Information 
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Agency Confidential Information 
Item Reason for 

Confidentiality 
Period of 
Confidentiality 

Agency Confidential 
Information 

All information 
howsoever received or 
obtained (including orally 
or in writing) by the 
Service Provider in the 
course of performing 
services or supplying 
goods to the Agency 
pursuant to this 
Contract. 

Perpetual 

Agency Data  All data howsoever 
received or obtained by 
the Service Provider in 
the course of performing 
services or supplying 
goods to the Agency 
pursuant to this 
Contract. 

Perpetual 

Service Provider Confidential Information 
Item Reason for 

Confidentiality 
Period of 
Confidentiality 

Suppliers fee rates Internal costing 
information 

Perpetual 
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I acknowledge receipt of this Official Order for and on behalf of Deloitte Touche Tohmatsu 
(ABN 74 490 121 060) 

 
 
 
 

………………  …………………………… 
(Signature of Service Provider’s representative)   (Date) 
 
 

………………………………………………… 
(Name and position) 

, Partner

19 May 2020
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From:
To:
Cc: Risk and Fraud; 
Subject: RE:Request for assistance - Tsy program risk and integrity advice [SEC=OFFICIAL]
Date: Monday, 11 May 2020 12:42:11 PM

Thank you 
We will do – just to confirm – do you want this by 5pm today? Or 9am tomorrow (or someother
time).
Kind regards

 

From:  
Sent: Monday, 11 May 2020 12:17 PM
To: 
Cc: Risk and Fraud <riskandfraud@TREASURY.GOV.AU>; 

Subject: [EXT]RE: Request for assistance - Tsy program risk and integrity advice [SEC=OFFICIAL]
 
Dear 
 
Thank you for your time this morning to discuss the role of Treasury’s newly created JobKeeper
Division.  To support its objectives the division is seeking risk and integrity advice and services to:
 

Develop a JobKeeker program risk framework, which brings together frameworks across
the different entities involved in the program and provides an approach to manage shared
risks within the program
Provide risk advice and support to the program’s inter-departmental risk and integrity
working group
Conduct, and provide ongoing risk assessment services, including a workshop on 19 May
2020 and further assessments throughout the program
Capture and centralise risk work done to date in the division, including controls and work
on integrity
Minimum baseline clearance, and preferably Canberra-based personnel, with the majority
of the work to take place over the coming month ahead of a program end date late
September.

 
Under Treasury’s existing official order C02195 with Deloitte, executed on 26 February 2020,
would you please provide a quotation for up to 45 days of work (to be invoiced on a time and
materials basis), identifying key personnel to develop these outputs, and any suggested
additional activities to support the work of the division as discussed.
 
Please let me know if you have any questions.
 
Kind regards,
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Manager, Risk and Governance
People, Organisational Strategy and Parliamentary Division | Corporate and Foreign Investment
Group
Phone: 

Current work arrangements: I am working remotely Monday, Wednesday and Friday.
 

From:  
Sent: Friday, 8 May 2020 2:57 PM
To: 
Cc: Risk and Fraud <RiskAndFraud@TREASURY.GOV.AU>
Subject: Request for assistance - Tsy program risk and integrity advice [SEC=OFFICIAL]
 

OFFICIAL
 
Hi 
 
Hope you’re keeping well!
 
We’ve been asked to check with a couple of providers to see if you might have capacity to
provide some risk and integrity support to a new policy area working on a COVID-19 payments
program.
 
Broadly, this would be:
 

Develop a program risk framework, which brings together frameworks across the different
entities involved in the program and provides an approach to manage shared risks within
the program
Provide risk advice and support to the program’s inter-departmental risk and integrity
working group
Conduct, and provide ongoing risk assessment services, including a workshop on 19 May
2020 and further assessments throughout the program
Capture and centralise risk work done to date in the division, including controls and work
on integrity.

 
Minimum baseline clearance, and preferably Canberra-based personnel, with the majority of the
work to take place over the coming month ahead of a program end date late September.
 
Is this something you would have capacity to do? I appreciate it’s a very tight timeframe. If so, I
can arrange a short chat with the business area on Monday if you’re available between 10-2 and
we can refine further from there.
 
Happy to chat if you have any questions.
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Regards,
 
 

Manager, Risk and Governance
People, Organisational Strategy and Parliamentary Division | Corporate and Foreign Investment Group
The Treasury, Langton Crescent, Parkes ACT 2600
Phone
Follow us:Twitter | LinkedIn | Facebook

Current work arrangements: I am working remotely Monday, Wednesday and Friday.
 
The Treasury acknowledges the traditional owners of country throughout Australia, and their continuing
connection to land, water and community. We pay our respects to them and their cultures and to elders both
past and present.
 

OFFICIAL

Please Note: The information contained in this e-mail message and any attached files
may be confidential information and may also be the subject of legal professional
privilege.  If you are not the intended recipient, any use, disclosure or copying of this e-
mail is unauthorised.  If you have received this e-mail by error please notify the sender
immediately by reply e-mail and delete all copies of this transmission together with any
attachments.

 
This e-mail and any attachments to it are confidential. You must not use, disclose or act on
the e-mail if you are not the intended recipient. If you have received this e-mail in error,
please let us know by contacting the sender and deleting the original e-mail. Liability
limited by a scheme approved under Professional Standards Legislation. Deloitte refers to
a Deloitte member firm, one of its related entities, or Deloitte Touche Tohmatsu Limited
(“DTTL”). Each Deloitte member firm is a separate legal entity and a member of DTTL.
DTTL does not provide services to clients. Please see www.deloitte.com/about to learn
more. Nothing in this e-mail, nor any related attachments or communications or services,
have any capacity to bind any other entity under the ‘Deloitte’ network of member firms
(including those operating in Australia).
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From:
To:
Subject: FW: FOR REVIEW & APPROVAL: Engagement of Risk Management Consultancy for JobKeeper

[SEC=OFFICIAL]
Date: Wednesday, 4 August 2021 5:56:37 PM

OFFICIAL

OFFICIAL
From: Robertson, Belinda <Belinda.Robertson@TREASURY.GOV.AU> 
Sent: Friday, 15 May 2020 10:35 AM
To:  England, Cristy
<Cristy.England@TREASURY.GOV.AU>
Cc: ; Brown, Philippa
<Philippa.Brown@TREASURY.GOV.AU>
Subject: FW: FOR REVIEW & APPROVAL: Engagement of Risk Management Consultancy for
JobKeeper [SEC=OFFICIAL]

OFFICIAL

H  & Cristy

Please proceed with Deloitte.   will be the contact for the engagement.

Thanks for the advice that has also been briefed on the engagement and is supportive
of the risk and assurance work for the Program.

Thanks again for your help and for sorting out the procurement.

Cheers
Belinda

Belinda Robertson
Principal Advisor| JobKeeper Division
The Treasury, 1 Langton Cres, Parkes, ACT 2603 
P 02 6263 4657 | M 
E Belinda.Robertson@treasury.gov.au 
Follow Treasury @Treasury_AU and LinkedIn and Facebook

OFFICIAL
From: Robertson, Belinda 
Sent: Wednesday, 13 May 2020 4:32 PM
To: Brown, Philippa ; Rak, Michelle 
Cc:  
Subject: FOR REVIEW & APPROVAL: Engagement of Risk Management Consultancy for
JobKeeper [SEC=OFFICIAL]

OFFICIAL
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Hi Pip & Michelle
 
As discussed, I have been working with Corporate on engaging some risk expertise to assist us in
JobKeeper to do the following:
 

Develop a JobKeeker program risk framework, which brings together frameworks across
the different entities involved in the program and provides an approach to manage shared
risks within the program
Provide risk advice and support to the program’s inter-departmental risk and integrity
working group
Conduct, and provide ongoing risk assessment services, including a workshop on 19 May
2020 and further assessments throughout the program
Capture and centralise risk work done to date in the division, including controls and work
on integrity
Minimum baseline clearance, and preferably Canberra-based personnel, with the majority
of the work to take place over the coming month ahead of a program end date late
September.

 
In addition, I have established the Risk/Integrity Working Group and we had our first meeting last
Friday.  All agencies on the WG (AGD, FWO, FWC, ATO & Tsy) were very supportive of Treasury
putting an overarching risk framework across the Program, ensuring all agencies are managing
risk, but where Program level risks occur, that they are escalated and managed.
 
We will be running a Risk WG, risk identification workshop next Tuesday.  The output of this
workshop would then be taken to an IDC meeting.
 
Risk Management Services - Treasury
We have a panel of Risk/Integrity Advisors already established in Treasury.  I have been working
with  and I have met with the two providers (Deloitte & Yardstick) earlier this week.
 
They have subsequently provided a quote (attached above) and I have reviewed their offerings
and discussed with 
 
Recommendation
I would recommend that we proceed with engaging Deloitte for the scope of work above, and as
set out in their response.
 
The initial engagement would be to 30 June, but we have advised that we would reassess the
ongoing requirement to the end of the program before the end of June, and that we would
potentially utilise services (in a reduced manner) to the end of the Program.
 
When I met with Yardstick, I believe they could offer us exceptional services for an Independent
Integrity/Assurance/Risk Advisor, so if we feel that the engagement of this type of role is
required (as we move through the next few weeks), then I would recommend we use them for
these services.
 
Happy to discuss.   Can you please provide me your thoughts and or approval?  I would like to
engage Deloitte asap this week to ensure we have them on board for the Risk Workshop on
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Tuesday.
 
Cheers
Bel
 
Belinda Robertson
Principal Advisor| JobKeeper Division
The Treasury, 1 Langton Cres, Parkes, ACT 2603 
P 02 6263 4657 | M 
E Belinda.Robertson@treasury.gov.au 
Follow Treasury @Treasury_AU and LinkedIn and Facebook
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